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1 Introduction
In SA2 #129, baseline architecture was agreed, and the following bullets has been agreed:
-	The Nxx interface allows the A-SMF to provide rules to the I-SMF for traffic steering, usage reporting, QoS enforcement to support scenarios with UL-CL/BP controlled by I-SMF. Based on information received via Nxx, the I-SMF supports selection of UPF(s) acting as UL-CL/BP and PSA.
- 	The Nxx interface allows the I-SMF to provide usage reports to A-SMF for traffic broken out in a UPF controlled by I-SMF.
- 	Home-routed roaming scenarios with UL-CL/BP in VPLMN is not supported.
Editor’s note: Further details on the information carried over Nxx to support UL-CL/BP controlled by I-SMF is FFS.
However, regarding to UL-CL/BP controlled by I-SMF, there are still issues open to be resolved, e.g. what information is carried over Nxx. This contribution tries to resolve open issues related with UL-CL/BP controlled by I-SMF.
2 Discussion
2.1 UL-CL/BP Selection
According to the UL-CL/BP support in Rel-15, the typical use case for UL-CL/BP insertion is due to the special traffic to be offloaded. The SMF based on rules received from PCF handles “the mapping between the UE location (TAI/Cell-Id) and DNAI(s) associated with UPF and applications and selection of the UPF(s) that serve a PDU Session”. The PCC rules (per an existing PDU session) that is received from PCF for UL-CL/BP insertion includes the following information (exerted from table 6.3.1 in TS 23.503):
· Traffic steering enforcement control: includes DNAI(s), and for each DNAI, corresponding Traffic steering policy ID and/or N6 traffic routing information.
After SMF receives the PCC rule, the SMF may try to find if a UPF(s) that supports the DNAI included in PCC rule can be found close to the UE’s location. If UPF(s) can be selected, the SMF insert the UL-CL/BP for the PDU session.. 
In case the UL-CL/BP is controlled by the I-SMF, the I-SMF would need the DNAIs in PCC rules of a PDU session in order for the UPF selection. Hence, it is proposed that the DNAIs in PCC rules of the PDU session is provided by A-SMF to I-SMF.
In addition, it is possible that an application is associated with multiple DNAIs supported by the I-SMF. In this case, the I-SMF should select the DNAIs based on UE location. In order to help the I-SMF select the DNAI for each application, it is suggested that the application information, i.e. the service data flow template of the application, should be provided to I-SMF together with its associated DNAIs.
In PCC rule, when DNAI is included, a Traffic Steering Policy ID and/or N6 routing information associated with the DNAI is also included. The Traffic Steering Policy ID/N6 routing information is used for packet routing on N6 interface. Based on the Traffic Steering Policy ID/N6 routing information, FAR will be generated and installed in Local PSA. It is suggested that Traffic Steering Policy ID/N6 routing information is provided to I-SMF too before the UL-CL/BP is inserted.
Observation 1: The A-SMF provides service data flow template and its associated DNAI(s) in PCC rules to I-SMF for UL-CL/BP selection. For each DNAI and SDF, a Traffic Steering Policy ID and/or N6 Routing rule is also provided to I-SMF.
2.2 Rules relevant to I-SMF Serving Area
Currently, it is assumed that the SMF (A-SMF in ETSUN) receives PCC rules that is relevant for UL-CL/BP control for the whole PLMN. These PCC rules may or may not relevant to the serving area of I-SMF. 
According to solution 13 in TR 23.726, the A-SMF will receive a list of DNAI(s) supported by the I-SMF, and A-SMF only send DNAIs that is relevant to the serving area of the I-SMF for UL-CL/BP selection.
This is valid, otherwise, the information that is not relevant to the serving area of the I-SMF will also be sent to I-SMF too, this adds signalling load over Nxx interface.
Observation 2: The I-SMF provides a list of configured DNAI(s) supported by the I-SMF to A-SMF, and the A-SMF only send DNAIs that is relevant to the I-SMF for UL-CL/BP selection.
From observation 1 and observation 2, we can conclude that, during I-SMF insertion (which is during PDU session establishment or during mobility registration), the I-SMF provides the list of DNAI(s) supported by the I-SMF to A-SMF, and A-SMF sends service data flow template and its associated DNAIs that are supported by the I-SMF to I-SMF for UL-CL/BP selection.
Conclusion 1: During I-SMF insertion, the I-SMF provides the list of DNAI(s) supported by the I-SMF to A-SMF, and A-SMF sends service data flow template and its associated DNAIs that are supported by the I-SMF to I-SMF for UL-CL/BP selection. For each DNAI and SDF, a Traffic Steering Policy ID and/or N6 Routing rule is also provided to I-SMF.

2.3 PCC rules related to UL-CL provided to I-SMF
When I-SMF has selected UPF(UL-CL) and local PSA(s), the I-SMF triggers procedure to insert them into the path. During the procedure, the I-SMF notifies the A-SMF of the UL-CL insertion. The A-SMF determines which PCC rules will be sent to I-SMF.
In Rel-15, when UL-CL/BP is inserted, the Session AMBR is enforced in UL-CL. One option for ETSUN is same as in Rel-15, i.e. the session AMBR is enforced by UL-CL/BP. The other option even for the Session AMBR it is still proposed to be applied at the A-UPF including the L-PSA. Regardless which options is to be adopted, the Session AMBR information need be transferred to the I-SMF.
The next question is whether the enforcement point of different PCC rules can be applied in different places or whether all PCC rules are enforced in UL-CL.
· If all PCC rules are enforced in UL-CL, there might be issue if the application detection of a PCC rule depends on initial packets that are transferred not via the newly inserted UL-CL (e.g. the packets are transferred via A-UPF before UL-CL was inserted). 
· If the PCC rules are enforced in PDU Session Anchors per the SDF, i.e. A-UPF and local PSA(s), and the Charging rule is associated to different PSA, the PCC rule may be not executed correctly 
Currently, there is no solution can solve this issue perfectly even for Rel-15. It is suggested that this problem is solved during normative phase. 
However, the A-UPF cannot enforce all the PCC rules, since some traffic will be offloaded via local PSA(s). Hence, the Nxx interface shall support to transfer possible information for the PCC rule enforcement in UPFs controlled by I-SMF. The concrete PCC rule information to be transferred depending on the action to be enforced at the UL-CL/BP. 
Conclusion 2: To enable PCC rules enforced by UPF(UL-CL/BP and/or Local PSA) controlled by I-SMF, the Nxx interface supports to transfer PCC rule information to I-SMF during UL-CL insertion. The PCC rule information is the information related to the action to be executed at the UPF(s) controlled by I-SMF.
Note: Which PCC rules is enforced by which UPF is to be discussed in normative phase.

2.4 The format of the information from A-SMF to I-SMF
Currently there are 2 proposals on the table regarding the format of the information sent to I-SMF:
· The information is formatted as PCC rules, i.e. the A-SMF sends PCC rules that will be enforced in UPF(s) controlled by I-SMF to I-SMF
· The information is encoded as N4 rules (e.g. PDR, URR, etc.)
Currently the N4 rules are generated based on PCC rules and the PDU session level information, for example, the service data flow template in PDR is from the service data flow template in PCC rule, the information in QER (e.g. MBR, GBR) is from information for PCC control of the PCC rule, etc.
Comparing with N4 rules, the PCC rules includes some extra information that will not be used by I-SMF. However, there is no fundamental difference between these 2 approaches. It is hence suggested that the format of the rules is left to be defined by stage 3.
Conclusion 3: The format of the rules sent to I-SMF via Nxx is left to be defined by stage 3.
2.5 The Local SMF issue
In the TR, the UL-CL/BP may be located at at the same management area as A-SMF/I-SMF but within the enterprise, i.e. it is possible not controlled by the A-SMF. 
Four solutions, i.e. solution 7, 16, 18 have been proposed on how to support insert UL-CL/BP if the UL-CL/BP is not controlled by the A-SMF. 
Solution 18 assume that the UL-CL/BP is always selected by the SMF at the operator network. It requires that all the UPF in the enterprise need be exposed outside, e.g. registered to the operator’s NRF. However in case that if the enterprise want to hide or decouple their deployment with the operator’s network, it is impossible to select the UPF via the NRF camped in the operator’s network directly. 
Solution 7 is similar as the existing architecture defined at the Rel-15. To support the enterprise hiding or decouple their deployment with the operator’s network, it requires the enterprise only expose one NF (Local SMF) outside. This NF (Local SMF) interact with SMF using the interface similar as N4. The enhancement can be listed as below: 
-	Internal UPF selection enhancement, the A/I-SMF provide some additional information to the Local SMF, e.g. the UE location information and DNAI. 
With this approach, the Local SMF can determine how to select the UPF within the enterprise. Thus it can fulfill that enterprise can scale in/out their UPF without any interaction with the operator’s network. 

Solution 16, same as other solution the A/I-SMF determine a UL-CL/BP need be inserted per specific traffic flow. In case the UL-CL/BP(UPF) is not controlled by the A/I-SMF, the A/I-SMF send the message back to the AMF including the DNAI information. The AMF select the Local SMF based on the DNAI. Two issue are identified: 
-	Additional impact on the AMF. DNAI need be transferred back to the AMF and AMF use it for SMF selection. 
-	DNAI usage extension. Originally DNAI is not used for the SMF selection but only for UPF selection. So whether we need differentiate the DNAI used for UPF selection and the DNAI used for SMF selection? This change the meaning of DNAI. 

Per above analysis solution 7 can solve the issue identified at KI#1. Also it has a minimum impact to the existing architecture. It is proposed to adopt solution 7 to solve the issue on how to add UL-CL/BP which is not controlled by the A-SMF.  .
Conclusion 4: To support the UL-CL/BP deployed within enterprise,  
-	For potential further UPF selection within enterprise, N4 interface support to include the additional information, e.g. the UE location information and DNAI. The SMF include that information per configuration. 

3 Proposal
It is proposed to add the following text into TR 23.726.

/*************************** Start of the first change ************************/
[bookmark: _Toc528786140]7.1	Conclusions for Key issues #1, #4 and #5
-	The architecture described in 6.1.2.2, which is the same as the architecture described in 6.6.2.1, is used as a baseline (shown below).


Figure 7-1: Non-Roaming system architecture in reference point representation, with no UL-CL/BP
-	For the case where a UL-CL/BP is controlled by I-SMF, solution #15 is used as a baseline (shown below), i.e. the I-SMF has no interface to PCF or CHF.
-	The Nxx interface allows the A-SMF to provide rules to the I-SMF for traffic steering, usage reporting, QoS enforcement to support scenarios with UL-CL/BP controlled by I-SMF. Based on information received via Nxx, the I-SMF supports selection of UPF(s) acting as UL-CL/BP and PSA.
-  During I-SMF insertion, the I-SMF provides the list of DNAI(s) supported by the I-SMF to A-SMF, A-SMF sends service data flow template and its associated DNAIs that are supported by the I-SMF to I-SMF for UL-CL/BP selection. For each DNAI and SDF, a Traffic Steering Policy ID and/or N6 Routing rule (if available) is also provided to I-SMF.
-  To enable PCC rules enforced by UPF controlled by I-SMF, the Nxx interface supports transfer to I-SMF during UL-CL insertion the information necessary for the PCC rule enforcement in UPFs controlled by I-SMF. Which PCC rules is enforced by which UPF will be determined during normative phase.
-  The protocol for interaction between SMF and UPF is enhanced to include the additional information, e.g. the UE location information and DNAI, which is used to support further UPF selection.
-  The exact format of the information (e.g. whether it is PCC rule or N4 rule) transferred via Nxx is left for definition by stage 3.
-	The Nxx interface allows the I-SMF to provide usage reports to A-SMF for traffic broken out in a UPF controlled by I-SMF.
-	Home-routed roaming scenarios with UL-CL/BP in VPLMN is not supported.
Editor's note:	Further details on the information carried over Nxx to support UL-CL/BP controlled by I-SMF is FFS.


Figure 7-2: Non-Roaming system architecture in reference point representation, with UL-CL/BP

******************************* End of Changes *********************************
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